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You may be aware that the new GDPR came into force on May 25th – we have updated our policies is part of our commitment to compliance and protecting your personal information.  We are not changing how we collect or use your information we are just clearly communicating to you how we store and process it.
[bookmark: _GoBack] General Data Protection Regulation Policy and record keeping
Policy Statement
At Southdown Nursery, there are record keeping systems in place that meet legal requirements; means of storing and sharing that information take place with compliance with the GDPR (General Data Protection Regulation 2018) and Human Rights Act.

This policy and procedure is taken in conjunction with the Confidentiality Policy and our procedures for information sharing.
Record keeping
Policy Statement
At Southdown Nursery, there are record keeping systems in place that meet legal requirements; means of storing and sharing that information take place within the framework of the General Data Protection Regulation 2018 and the Human Rights Act.

This policy and procedure is taken in conjunction with the Confidentiality Policy and our procedures for information sharing.

Procedures
We keep two kinds of records on children attending Southdown:
Developmental records
· These take the form of learning journals. They include brief and extended observations and reflections  of children’s play, photographs, samples of their work,  summary developmental reports compiled by key workers and parents and ‘next steps’ targets.
· These are kept on site and can be freely accessed by parent/carers of the child, and contributed to, by staff, the child and the child’s parents.  These journals are to remain on site unless signed out by the child’s key worker.
· They accompany the child to primary school.

Personal records
· These include the enrolment forms each child must have completed before they can start at Southdown nursery to include Registration form, admission forms, signed consent forms.  If a parent/carer is unable or unwilling to provide the information required a meeting will be arranged by the head of nursery – Lucy Smith to support the decision and to reach a successful conclusion for both parties.
· We communicate with parents via Text Local – this site is password protected.
· Correspondence concerning the child or family, reports or minutes from meetings concerning the child from other agencies, an ongoing record of relevant contact with parents, and observations by staff on any confidential matter involving the child, such as developmental concerns or child protection matters. Parent’s consent will be asked for personally by the Designated Child Protection Officer (Lucy Smith, Nicola Carter) should information be required by an outside agency. These documents are kept in a locked cabinet with only the Designated officers holding a key.
· The Parent Declaration form is a West Sussex document and they have their own GDPR data protection policy which is displayed in the foyer.
· Any electronical exchange of information with outside agencies or west Sussex is password encrypted
· These confidential records are kept secure by the head of nursery in the office. 
· Parents have access, in accordance with our Confidentiality and Information sharing policies, to the files and records of their own children but do not have access to information about any other child.
· Staff will not discuss personal information given by parents with other members of staff, except where it affects planning for the child's needs.  Staff induction includes an awareness of the importance of confidentiality in the role of the key person.
· NO information about our settings children or families is ever discussed or shared on social media (see social media policy)
· We retain children’s records for 20 years after they have left the setting.  These are kept in a secure place.

Other records
· Issues to do with the employment of staff, whether paid or unpaid, remain confidential to the people directly involved with making personnel decisions.
· Students on recognised qualifications and training are advised of our confidentiality policy and are required to respect it.

Legal Framework

· GDPR 25.05.18 (The General Data Protection Regulation
· Human Rights Act 1998

Further guidance
The Data Protection Officers for is setting are Lucy Smith
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